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The development of new algorithms, methods and technologies that help reduce energy consumption in Inter-
net of Things networks is a relevant task. Sensor nodes of the Internet of things consume limited energy resources
when performing computing operations, receiving and transmitting data. One of the well-known approaches to
reduce the energy consumption of sensor nodes is network clustering. The head node of the cluster assumes the
functions of a relay of data from sensor nodes.

The paper proposes an algorithm that develops the idea of clustering networks of the Internet of things.
The algorithm is based on bee swarm intelligence that assumes determining the current round cluster head and
potential heads of clusters for subsequent rounds of the cycle immediately at the be-ginning of the cycle. Thus, the
phase of choosing the cluster head node becomes redundant starting from the second round of the cycle, and sensor
nodes do not need to perform energy-intensive calcula-tions associated with choosing the cluster head.

The simulation results show the superiority of the bee swarm algorithm in comparison with the well-known
LEACH adaptive clustering algorithm with low energy consumption in terms of the duration of a wireless sensor
network.

Keywords: sensor networks, clustering, Internet of things, bee swarm algorithm, power consumption, simula-
tion modeling.

The fifth-generation (5G) communication networks and new service types are a particularly relevant topic of
research over the past 5-7 years [1]. Moreover, the achieved results that manifested themselves in a wide variety
of new types of services based on the concept of the Internet of things made it possible to think about a smooth
transition to the concept of communication networks in 2030 [2].

It should be noted that the direction of using artificial intelligence in communication networks is developing
in parallel with infocommunication technologies. The topic of using artificial intelligence in information and com-
munication technologies has appeared relatively recently and is of increasing interest, the reason for which is in
the need to process and analyze big data generated by smart devices of the Internet of things [3, 4].

The physical basis of the Internet of things is wireless sensor networks (WSN), one of the most important
limitations of which is the requirement for low power consumption by sensor nodes. Sensor nodes implement the
smart functions of the Internet of things.

It turns out that energy consumption determines the WSN service life that can be measured by the following
metrics [5]:

— the number of nodes that continue to function (have the energy to work);

— the duration of the WSN operation until the moment of “death” of the first WSN node;

— packet delivery ratio — the ratio of the number of packets delivered to the recipient to the number of sent
packets.

Thus, if the traditional network protocols are aimed at achieving high quality of service (QoS), then the proto-
cols of the Internet of things should be primarily focused on energy saving [6].

Problem statement

The energy of sensory devices is spent on receiving and transmitting data, processing them, calculating the
route, etc. Thus, choosing a method for organizing information interaction is one of the urgent scientific tasks
when creating WSN. Most modern research is devoted to developing schemes that meet the requirements for
reducing the number of operations when organizing the interaction of sensor nodes. For example, such mechanism
that allows reducing energy consumption is WSN clustering due to the transfer of sume functions to the cluster
head nodes [7]. WSN is constructed as a set of clusters into which the sensory field it creates is divided. In each
WSN cluster, the head of the cluster (head node) acts as a relay of data received from the sensor nodes belonging
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to this cluster. Further, the cluster head transmits the collected data to the base station, which in turn delivers them
to the global cloud [8].
The timing diagram of the clustered WSN functioning is shown in Figure 1.
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Fig. 1. Time diagram of the clustered WSN life cycle

Each round of WSN functioning involves sequential performing of the following actions:

— choosing the head of the cluster that implements the functions of a data relay, from sensor nodes to the base
station based on the Euclidean distance and the residual energy level metrics [9];

— forming a cluster based on the metric of the Euclidean distance from the sensor node to the head node;

— data transmission: first, data sending schedule from the cluster head to all its sensor nodes and, second,
the actual data itself from sensory devices to the cluster head using the TDMA method (Time Division Multiple
Access), which guarantees the absence of data transmission collisions [10];

— data aggregation at the cluster head - combining data received from sensor nodes including screening out
incorrect and duplicate data [11];

— transition to sleep mode that involves sensory devices going into a reduced power consumption mode.

Thus, the WSN functioning duration is made up of r rounds.

Despite the presence of a clustering mechanism, researchers are still looking for ways to reduce the WSN
energy consumption. The paper proposes one of the algorithms that develops the idea of WSN clustering in order
to reduce the power consumption of sensor nodes.

Proposed algorithm

We propose to immediately determine the cluster head of the current round and potential cluster heads for the
remaining (r—1) cycle rounds not in each round but only at the beginning of the cycle. Potential cluster heads are
sensory nodes that are close to the current cluster head in terms of the Euclidean distance metric and the residual
energy level. Thus, the phase of choosing the cluster head node becomes superfluous starting from the second
round of the cycle, and sensor nodes get rid of some calculations associated with choosing the cluster head.

The proposed algorithm is based on swarm intelligence. Swarm intelligence is a set of algorithms aimed
at studying and describing the collective behavior of a decentralized self-organizing system that include WSN.
System elements are simple agents with a small set of performed operations, which together create a single swarm
intelligence capable of solving search engine optimization problems. Each movement of an agent is characterized
by a certain position in the study area, its objective function value is calculated and it is the basis for making
a decision to explore the nearby area.

In the proposed algorithm, the agents are scout bees and forager bees who randomly move with a constant step
in the selected area of the objective function. The main goal of a bee colony is to search for nectar - the optimal
value of the objective function.

First, several scout bees go to explore the area and to identify the most honey-bearing areas in search of the
largest accumulation of nectar. Then the scout bees return to the hive and tell forager bees where to collect the
nectar. Forager bees follow the scout bee and arrive not at one point but spread over a certain area located not far
from the initial place of nectar accumulation. Thus, forager bees can find and remember both the most promising
and less promising places. Table 1 shows the adaptation of the terms of the bee swarm algorithm to the optimization
problem.

The algorithm consists of the following steps.

1. Initial data input:

— the number of sensor nodes N;

— the number of scout bees X;

— the number of best areas B;

— the number of promising areas P;

— the radius of the neighborhood R, in which a bee performs a search;
— the length a and width b of the area under study;

— the movement step value for studying the plane A.
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2. Sending scout bees — a random selection of X points on the investigated plane: X = random.uniform(a, b).

3. Evaluating the obtained values of the objective function X points and selecting the best B and promising P
areas.

4. Random selection of | points in the best areas and p points in promising areas (I > p), the neighborhood of
each point is given by coordinates with R radius.

5. Checking for the intersection of areas and the occurrence of the selected points of each type in each other's

neighborhood. For this purpose we use the Euclidean distance metric: d(x,y) = \/(xl =X, )2 +(y, - yz)2 ,d>R.

6. Studying the neighborhoods of each of the | and p selected points in search of the best and most promising
areas.
7. Repeating steps 2-6 until the stop condition is met.

Adaptation of the bee swarm algorithm terms to the optimization problem ravled
The term of the bee swarm algorithm The optimization problem term
Nectar Obijective function extremum
Swarm of bees Array of all coordinates of the investigated plane
Nectar search neighborhood Neighborhood of the selected point
Scout bees Randomly selected points of the investigated plane
Best areas Points at which the objective function value reaches an extremum
Promising areas Points where the objective function value is close to the value

of the best areas

Forager bees Number of points in the vicinity of the best and promising areas

Result analysis

We tested the performance of the bee swarm algorithm and the assessment of the accuracy of finding the best
and most promising areas on known mathematical functions; the results are shown in Table 2.

The obtained results prove to the ability of the bee swarm algorithm to solve optimal and suboptimal problems.

The results of simulation modeling show the superiority of the bee swarm algorithm in comparison with the
well-known low-energy adaptive clustering algorithm LEACH (Low-Energy Adaptive Clustering Hierarchy) [9]
in terms of the duration of the BSN functioning. The simulation model features are presented in detail in [12] with
adding the bee swarm procedure.

The simulation was carried out with the following initial data:

— N=100;

— a=100m,b=100 m;

— average length of a data packet L =32 bit;

— energy consumed for data collection Ea =5 nJ;
— residual energy of the sensor node E =0,5 J;

- d=40m;

— duration of one round is 1 s;

— data transfer rate 9 600 bps;

— generation energy of one bit E'=10 nJ;

— transmission energy of one data bit E” =50 nJ.

The downfall of the first WSN sensor node with the search for the cluster head using the LEACH algorithm
occurred at the 645th round, and for the WSN with the search for the cluster head using the bee swarm algorithm —
at the 847th round. Choosing a cluster head according to the algorithm of a bee swarm allows saving energy and,
therefore increasing the duration of WSN life cycle. We should note that this saving will only grow with the
increasing number of sensor nodes in the cluster and the number of rounds in the WSN operation cycle.

Figure 2 shows the change in the value of a data packets delivery coefficient from sensor nodes to the head
node over the time of WSN operation. It is obvious that the delivery rate of 100% in the WSN when choosing the
cluster head according to the bee swarm algorithm remains longer than with the LEASH algorithm due to the
energy savings obtained.
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Table 2
Search results for the best and promising areas in test functions
Searching results: Error Search
Function Function notation O promising areas, | .
e best areas vaiue time, s
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0
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2,00005
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2 @
00
1,99995
1,9999
1,999 2 2,001
X
2 .103 107
Rosenbrock F(xy) = (1_ x)2 +100(y— Xz) y 12 4.10 4.10
11
’ (e}
e}
1 g%. o
J
09 oo
0,8
0,8 1 1,2
X
Booth f(xy)=(x+2y—7) +(2x+y-5)'y 301 410" 6-107
3,005
3 O O ®
2,995
2,99
0,99 1 1,01
X
Easom f (%, y) =—cos(x)cos(y) x y 2:10°3 5.107
2 2
xexp(—((x—n) +(y—n) )) .
O
3,11 %
3,01
2,9 3,1 33 X
Conclusion

The choice of the information interaction method is one of the relevant scientific tasks when organizing the
Internet of things.
In order to rationally use the energy that is necessary for the functioning of the Internet of things, we propose
to determine not only the cluster head, but also sensor nodes close to it in terms of the objective function value at
the beginning of the clustering procedure. The objective function is the residual energy level and the Euclidean
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Fig. 2. The dependence of the value of the data packet
delivery coefficient on the WSN operation duration
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Pa3paboTka HOBBIX arOPUTMOB, METOJIOB M TEXHOJIOTHH, CIIOCOOCTBYIOIINX CHIDKCHHIO SHEPrONOTPEOICHHS
B CETSIX MHTEPHETA BELIeH, BJIIETCS aKTyaJbHOU 3aaueii. CEHCOpHBIE y3JIbl HHTEPHETA BElllei pacXoayIoT orpa-
HUYCHHBIE SHEPTeTHYECKHE PECYPCHI IPU BBHITIOJIHEHUH BBIYMCIUTENBHBIX ONEpaluii, onepauii npueMa u repe-
Jauu JaHHbIX. OTHUM U3 W3BECTHBIX MTOJXO/0B K CHIKEHUIO OTPEOIICHHSI SHEPTHH CEHCOPHBIMU y3JIaMU SIBJISI-
eTcsl KiacTepu3anust ceTH. [ 0JI0BHOIM y3eu kiactepa Geper Ha ce0st pyHKIMHM peTpaHCIsTOpa AaHHbIX, TOCTYa-
IOIINX OT CEHCOPHBIX Y3JIOB.

B craTbe npequaraercst anropuT™, KOTOPBIH pa3BUBaET UICIO KIIACTEPU3ALINK CeTei MHTEpHeTa Beliel. AJro-
PHUTM OCHOBaH Ha MHTEJUICKTE POs ITYEI, COTJIACHO KOTOPOMY Cpa3y B Hauyalle IIMKJIAa ONPEICIAIOTCS TIaBa Kia-
CTepa TEeKyIIEro payHAa W MOTEHIMAIbHbIE IJIaBBl KJIACTEPOB JUIA MOCIEAYIOMNX payHI0B nuKiIa. Takum obpa-
30M, (ha3a BIOOpA FOJIOBHOTO y371a KIacTepa, HAYMHAasl CO BTOPOTO payHa IIMKJIa CTAHOBUTCS JIUIIHEH, a CEHCOp-
HBIM y3JIaM HET HEOOXOIMMOCTH BBITIOJIHSTE SHEPTOEMKHE BBIYMCIICHHS 110 BBIOOPY TJIaBbI KiIacTepa.

Knrouegvie cnoga: cencopuvie ysuvl, Kiacmepusayus, UHmepHem eeujell, aieopumm pos nuei, IHep2onompeo-
JleHue, UMUMAayuoHHoe MOOeIUuposanue.
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